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The Intelligence Tasks

PURPOSE

The purpose of this set of white papers is to facilitate an initial exchange of ideas concerning important topics in FM 2-0, Intelligence Operations, between the field and the primary writers.  These white papers capture some initial thoughts from both emerging combined arms and intelligence doctrine; they do not necessarily reflect official U.S. Army doctrine.  Because these white papers only represent some of our initial thoughts, we expect to change the exact wording when we develop the initial draft of FM 2-0.  There are seven white papers in all, the other six are titled:

· Integration of Combined Arms Doctrine into FM 2-0.


· The Intelligence Cycle and Key Intelligence Definitions.


· ISR Integration.


· The Roles of the MI Commander Vice the G2 (S2).


· Intelligence Reach.


· Distributed Common Ground System (DCGS).

Specifically, this white paper focuses on modifying and updating the primary intelligence tasks that are described in the current version of FM 34-1, Intelligence and Electronic Warfare Operations.  We hope to more fully capture the range of tasks we perform in intelligence operations in order to facilitate a better understanding of the nature of intelligence.  The changes in the intelligence tasks listed below capture our latest thoughts within emerging intelligence concepts, intelligence doctrine, and combined arms doctrine to include the ongoing development of FM 3-55, intelligence, surveillance, and reconnaissance (ISR) and FM 7-15, The Army Universal Task List (AUTL).    

BACKGROUND

FM 34-1 lists six primary intelligence tasks:  Provide indications and warning (I&W), perform intelligence preparation of the battlefield (IPB), perform situation development, perform target development and support to targeting, support force protection, and perform battle damage assessment (BDA).  The FM 34-1 tasks did not match the AUTL tasks for the intelligence battlefield operating system (BOS) nor were they internally consistent.  The FM 34-1 tasks are a mixture of intelligence products (I&W and target intelligence) and processes (IPB, situation development).  While targeting consists of three basic functions (target development, targeting, and BDA), FM 34-1 lists BDA and target development and targeting as two tasks.  The new proposed tasks were developed in coordination with the proposed changes to the AUTL.  The AUTL divides the intelligence tasks into the four broad topics:  intelligence support to facilitate the commander’s visualization and understanding of the threat and environment; counter the threat; conduct ISR operations; and provide intelligence support to information operations (IO).  All of the current FM 34-1 tasks are contained within the new proposed tasks or their subtasks. 


PROPOSED INTELLIGENCE TASKS

Intelligence facilitates the commander’s visualization and understanding of threat and environment, helps commanders counter the threat, manages integrated ISR, and provides intelligence support to IO.  Under these tasks are the intelligence subtasks which follow the intelligence cycle of plan and direct, collect, process, analyze and produce, and disseminate.  The development of intelligence is a continuous process that is fundamental to all Army operations.  All tasks and subtasks are interactive.  The subtasks may apply to more than one task but are listed under the task to which they primarily apply. 

Task 1 - Intelligence Support to Facilitate the Commander’s Visualization and Understanding of the Threat and the Environment 

This collection of subordinate tasks includes those actions taken by the G2 (S2) section, supported by the rest of the staff (and any supporting intelligence analysis and production units or organizations) to provide information and intelligence to the commander to support his visualization of the battlefield.  It supports planning and execution of operations and helps optimize mission accomplishment and force protection.  It is comprised of three interactive and mutually supportive subtasks or processes:  perform IPB, perform I&W, and perform situation development.

Task 1.1 - Perform IPB is the intelligence task and planning activity, involving the entire staff and led by the G2 (S2), that the staff performs in order to understand the battlefield and the options it presents to friendly and threat forces.  It is a systematic process of analyzing and visualizing the threat and environment in a specific geographic area for a specific mission.  By applying IPB, the commander gains the information necessary to selectively apply and maximize his combat power at critical points in time and space while minimizing the danger to friendly forces.

· Task 1.1.1 - Define the battlefield environment is the step to examine the area of operation (AO), define the area of interest (AOI), identify the other characteristics of the environment that influence friendly and threat operations, and identify gaps in current intelligence.

· Task 1.1.2 - Describe the battlefield effects is the step to evaluate all aspects of the environment with which both sides must contend—to include terrain, weather, and any infrastructure and demographics in the AOI.

· Task 1.1.3 - Evaluate the threat is the step to analyze current intelligence to determine how the threat normally organizes for combat and conducts operations—to include each threat operating system.  The G2 (S2) creates threat models (in coordination with the appropriate staff BOS counterpart when appropriate) that depict how the threat operates when unconstrained by the effects of the environment.

· Task 1.1.4 - Determine threat courses of action is the step to determine and rank possible threat courses of action (COAs) and to identify the most probable and most dangerous threat COAs.

Task 1.2 - Perform I&W is the intelligence task to provide the commander with early warning and prevent surprise through the anticipation of significant changes in threat activities.  I&W provide the commander the ability to quickly reorient his forces on unanticipated major contingencies and shape the battlefield.

Task 1.3 - Perform situation development is the intelligence task to confirm or deny threat COAs; provide threat locations; explain what the threat is doing in relation to the friendly force commander’s intent; and provide an estimate of threat combat effectiveness.  Commanders use situation development to help them understand the AO, thereby illuminating risk and reducing uncertainty.  Situation development helps the commander make decisions and execute branches and sequels.

Task 2 - Counter the Threat

This collection of subordinate tasks includes those actions to provide the commander and staff information and intelligence support to target threat forces and systems through lethal and non-lethal fires to include electronic attack (EA) and IO.  Counter the threat also includes the tactics, techniques, and procedures (TTP) to deny or degrade the threat ISR capabilities to access and collect information and intelligence about friendly forces. 

Task 2.1 - Support targeting is the intelligence task, supported by the entire staff, to develop target systems, locate the targets, and perform BDA upon engaged targets.  It includes the use of EA against threat forces.

· Task 2.1.1 - Target development is the process of developing targets for engagement by fire and maneuver.  Targets and target systems are developed to determine the critical components and links of the system necessary for engagement to meet the commander’s attack guidance.

· Task 2.1.2 - Target detection and tracking is the process the G2 (S2) section uses in coordination with the fire support coordinator (FSCOORD) to establish and execute procedures to expedite the development and dissemination of targeting information.  The G2 (S2) section is an important participant on the targeting team in the development of the sensor and attack system matrix to determine the sensors required to detect, locate, and track targets.  The G2 (S2) section and FSCOORD must work together closely to integrate these requirements into the unit’s ISR plan.

· Task 2.1.3 - BDA is the process to support the assess phase of the operations process and targeting methodology.  The commander uses BDA to determine if his targeting actions have met his attack guidance and, if re-attack is necessary, to achieve his targeting goals.

Task 2.2 - Intelligence support to force protection is the intelligence task to provide intelligence in support of protecting a unit’s fighting potential so that it can be applied at the appropriate time and place. This task includes the collecting, analyzing and producing, and disseminating of intelligence on a wide spectrum of potential threats to any specific operation.  


Task 2.3 - Perform CI is the intelligence task designed to defeat or degrade threat intelligence collection capabilities.  The G2 (S2) section outlines the capabilities and limitation of threat intelligence services and develops measures to limit or eliminate these capabilities.

Task 3 - Conduct ISR Operations

This collection of subordinate tasks includes those actions that entire staff and subordinate units are responsible to perform during ISR operations and reflects the Army doctrine in FM 3-0 and the final draft of FM 6-0.  The G2 (S2) is the integrator and manager of the ISR effort in coordination with the entire staff through ISR integration.   The entire staff recommends PIR as well as translating the commander’s intent, concept of the operation, and initial information requirements into intelligence guidance and ISR tasks for the commander’s approval.

Task 3.1 - ISR integration is the intelligence task to combine all unit ISR assets into a coordinated effort that produces intelligence, thus contributing to the commander’s situational awareness.  Intelligence requirements are identified, prioritized, and validated, and an ISR plan is developed and synchronized with the scheme of maneuver.

· Task 3.1.1 - Develop requirements is the step the entire staff performs, under the direction of the G2 (S2) section, to develop a prioritized list of PIR and the supporting specific requirements that state what information needs to be collected and produced into intelligence.  Each requirement is assigned a latest time intelligence is of value (LTIOV) to ensure intelligence and information are disseminated in a timely manner that meets operational requirements.

· Task 3.1.2 - Develop ISR plan is the step the entire staff performs, under the direction of the G2 (S2) section, to analyze each requirement to determine how best to satisfy it.  The staff will consolidate its own requirements with orders from higher headquarters and requests for information (RFI) from subordinate, lateral, and higher units.  These requests are then balanced with organic assets and other available resources in order to task and request collection to ensure that all of the requirements are met.  This planning occurs based on the threat, specific unit and system capabilities, and the fundamental principles of R&S collection.  The ISR plan becomes the unit’s collection strategy as well as the unit’s scheme of R&S employment and intelligence production and dissemination that will answer the commander’s PIR.

· Task 3.1.3 - Execute/update ISR plan is the step the entire staff performs, under the direction of the G2 (S2) section, to supervise the ISR effort during the execution of operations.  The staff should anticipate that it will be necessary to dynamically change the ISR plan and re-task units or systems to meet new requirements or adapt to a changing situation on the battlefield during the course of operations.  When this occurs, the staff must work together quickly to both ensure the plan remains integrated and synchronized.  It is especially important that the G2 (S2) section works closely with the G3 (S3) to ensure that all R&S assets are properly and realistically tasked and that the collection effort is synchronized with the other aspects of operational planning.  

Task 3.2 – Reconnaissance is “a mission undertaken to obtain by visual observation or other detection methods, information about the activities and resources of an enemy or potential enemy, or to secure data concerning the meteorological, hydrographic, or geographic characteristics of a particular area.”  Within Army operations, reconnaissance is the tasks a unit receives or derives (through mission analysis) or the mission a unit derives to collect and report information through the temporary observation (using any means) of the threat or any aspect of the environment.  Specifically, these means include signals, imagery, measurement of signature or other technical characteristics, visual, human interaction, and other detection methods.  Processing of collected information may be included in this task if the processing capability is organic to the collection unit.  Reported information is used to support the commander’s visualization and understanding of the battlefield and/or to counter the threat (Tasks 1 and 2).

Task 3.3 - Surveillance is “the systematic observation of aerospace, surface or subsurface areas, places, persons, or things, by visual, aural, electronic photographic or other means.”  Within Army operations, surveillance is the tasks a unit receives or derives (through mission analysis) or the mission a unit derives to collect and report information through the systematic observation (using any means) of the threat or any aspect of the environment.  Specifically, these means include signals, imagery, measurement of signature or other technical characteristics, visual, human interaction, and other detection methods.  Processing of collected information may be included in this task if the processing capability is organic to the collection unit.  Reported information is used to support the commander’s visualization and understanding of the battlefield and/or to counter the threat (Tasks 1 and 2).

Each intelligence discipline contributes to the R&S effort.

HUMINT.  Trained HUMINT collectors use questioning and elicitation methodologies to collect information from human sources or use document exploitation in response to intelligence and information requirements.

IMINT.  Trained IMINT personnel use imagery systems to include radar, infrared, optical, electro-optical, and other sensors to collect information in response to intelligence and information requirements.

MASINT.  Trained MASINT personnel use MASINT systems and sensors to measure objects or events to identify them by their signatures in response to intelligence and information requirements. 

SIGINT.  Trained SIGINT personnel use SIGINT systems and sensors to intercept adversary communications and noncommunications emitters to collect information in response to intelligence and information requirements. 

TECHINT.  Trained TECHINT personnel use the physical testing and measurement of materiel of potential military use to include its composition, performance, and operational capabilities to collect information in response to intelligence and information requirements. 

CI.  Trained CI agents identify and collect information on threat intelligence collection activities and capabilities in response to intelligence and information requirements.
Task 4 - Intelligence Support to Information Operations

This collection of subordinate tasks includes those actions that primarily involve the integration of intelligence into the planning and conduct of shaping operations (in terms of information) that create and preserve opportunities for decisive operations.  The value of IO is measured by its effect on the enemy’s ability to execute military actions.  Effective IO allows commanders to mass effects at decisive points more quickly than the enemy.  IO is used to deny, destroy, degrade, disrupt, deceive, exploit, and influence the enemy’s ability to conduct operations; this is often specifically targeted against threat use command and control (C2).  IO is one of the three pillars of information superiority.  The other two pillars are ISR and information management.  Intelligence plays a critical role in all three pillars and in information superiority itself.  Intelligence supports IO through the different intelligence tasks and subtasks; specifically, intelligence focuses on nodal analysis and the identification, detection, and tracking of IO targets.  

Task 4.1 - Intelligence support to offensive IO is the intelligence task to provide the information that is necessary to identify critical enemy C2 nodes and other targets and vulnerabilities.  Intelligence also helps identify enemy systems and procedures that may be vulnerable to offensive IO.  Additionally, intelligence plays a key role in evaluating and assessing the effectiveness of offensive IO.

Task 4.2 - Intelligence support to defensive IO is the intelligence task to provide the information that is necessary to identify threat IO capabilities and tactics and help the staff identify friendly vulnerabilities to threat IO.  Intelligence provides information relating to computer network defense, communications security, physical security, operations security, counter-deception, and counter-propaganda.

YOUR DOCTRINE

The Doctrine Division needs your input and participation on many doctrinal issues as we move forward with the development of FM 2-0 so that we can truly serve as your conduit to the development process.  A two-way discussion to collect your input is critical to developing viable, realistic doctrine that you must execute.  Additionally, this doctrine must lead us into the future and support emerging DTLOMS-E considerations (to include critical actions like our force structure, many aspects of institutional training, and the development of systems).  

These white papers address only a small number of the many issues related to FM 2-0.  Throughout the development of the manual we will try to facilitate a maximum amount of field participation through a number of different mechanisms.  We look forward to undertaking this endeavor with your support. 
 

The action officers for this paper are:

Mr. Patrick Foxen, patrick.foxen@hua.army.mil, DSN 821-9966, 

Commercial (520)-533-9966. 

Mr. Heinz Mueller, heinz.mueller@hua.army.mil, DSN 879-1185, 

Commercial (520) 538-1185.
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