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The Intelligence Cycle and Key Intelligence Definitions

PURPOSE

The purpose of this set of white papers is to facilitate an initial exchange of ideas concerning important topics in FM 2-0, Intelligence Operations, between the field and the primary writers.  These white papers capture some initial thoughts from both emerging combined arms and intelligence doctrine; they do not necessarily reflect official U.S. Army doctrine.  Because these white papers only represent some of our initial thoughts, we expect to change the exact wording when we develop the initial draft of FM 2-0.  There are seven white papers in all, the other six are titled:

· Integration of Combined Arms Doctrine into FM 2-0.


· ISR Integration.


· The Intelligence Tasks.


· The Roles of the MI Commander Vice the G2 (S2).


· Intelligence Reach.


· Distributed Common Ground System (DCGS).

Specifically, this white paper focuses on the most important changes to the intelligence cycle and key intelligence definitions in the latest approved and emerging intelligence and combined arms doctrine (like FM 3-0, Operations, and FM 6-0, Command and Control).  Since the publication of FM 34-1, Intelligence and Electronic Warfare Operations, in 1994, there have been a large number of significant doctrinal changes.  The doctrine we develop as a result of your input will help the intelligence doctrine writers to develop a solid foundation of fundamental intelligence doctrine to guide the development of FM 3-55, intelligence, surveillance, and reconnaissance (ISR), and 

FM 2-0.  

This paper does not contain all intelligence definitions, rather it presents a number of intelligence related definitions that have either been changed or were not included in FM 34-1.  While this white paper lists the changes to the various definitions and to the intelligence cycle, it makes no attempt to present the rationales behind the particular changes nor does it list the old definitions.  Listing the rationale for every change would make the white paper too lengthy.  If a definition or concept remained substantially unchanged, it was not included in this paper. 

THE INTELLIGENCE CYCLE

The intelligence cycle is a conceptual model that provides the foundation for common intelligence terminology, tactics, techniques, and procedures (TTP) and is used to synchronize and integrate ISR operations.  Knowledge of the intelligence cycle is fundamental to understanding intelligence operations.  The G2 (S2) at each echelon is responsible to evaluate the effectiveness of the intelligence cycle.  The cycle is composed of five steps:

Plan and Direct 

Planning and directing is the development of intelligence requirements and the ISR plan; the development of tasking for reconnaissance and surveillance (R&S) assets; the direction of internal intelligence production; the requesting of external intelligence production and the use of Intelligence Reach to answer requirements; the establishment of the intelligence dissemination system; and the evaluation of reported information.  The commander’s priority intelligence requirements (PIR) drive the planning and directing of ISR operations.  The G2 (S2) applies different requirements management techniques in order to focus the collection and processing of information and the production of intelligence on the critical needs of the commander. 

[Significant Changes:  Changes the collection plan to the ISR plan.  Emphasizes the tasking of all R&S assets, not just MI assets.  Adds the direction of internal and request for external production.  Links this step to the commander’s visualization and decision- making.]

Collect  

Collection involves a number of operations or functions designed to acquire (often this is a complex struggle) information based on R&S tasking.  R&S operations collect information and data about threat forces, activities, facilities, and resources as well as information concerning the environment and geographical characteristics of a particular battlespace.  Successful R&S results in the timely collection and reporting of relevant information.  The collected information forms the foundation of the intelligence database, intelligence production, and situational understanding.  The unit tasked with collection continually conducts operational assessment to ensure that mission requirements are being met.  The requirements manager evaluates the reported information for its responsiveness to PIR.  

[Significant Changes:  Links the collection to R&S tasking.  Links R&S to intelligence production and situational understanding.  Places responsibility on the R&S unit to assess the success of its collection mission.]

Process

Processing involves converting raw data to a form that is usable by an analyst or for immediate action by a commander.  Processing is continually evaluated for accuracy and efficiency.  Some R&S assets and resources such as a ground reconnaissance patrol, unmanned aerial vehicle (UAV), or human intelligence (HUMINT) collector report relevant 

information (RI) (in the form of combat information) that is immediately usable by the tactical commander.  However, in many cases, the output of an R&S asset such as a U2 or most signals intelligence (SIGINT) and measurement and signals intelligence (MASINT) systems is raw data of limited immediate utility.  Processing systems are often an integral part of the corresponding collection system.

[Significant Changes:  Adds evaluation into the processing step.]

Analyze and Produce

Analysis and production involve the evaluation, analysis, integration, and synthesis of information from single or multiple sources and disciplines into intelligence.  It includes the collaborative aspects of Intelligence Reach.  PIR and information requirements (IR), differing missions, environments, and situations impose numerous and varied production requirements on the G2 (S2) section.  The staff employs analysis techniques, collaboration, and Intelligence Reach to leverage the distributed intelligence production capability of higher, lateral, and subordinate echelons to meet these requirements.  Proficiency in these techniques and procedures facilitates the G2 (S2) section’s ability to answer command and staff requirements regardless of the mission, threat, environment, and situation.

[Significant Changes:  Adds “Analysis” to this step of the intelligence cycle as a necessary prerequisite to production.  Adds the concepts of collaborative analysis and Intelligence Reach.  Links the analysis and production to the command and staff requirements.] 
Disseminate 

Dissemination is the conveyance of intelligence and combat information to users. Dissemination includes presentation of the information in a format to best facilitate understanding.  This includes but is not limited to the presentation of the threat and environment portions of the common operational picture (COP).  Disseminating intelligence entails using information management techniques and procedures.  The G2 (S2) section uses multiple tools to deliver timely, relevant, accurate, predictive, and usable intelligence to the commander, staff, and subordinates.  It also includes the smart-pull and brilliant-push aspects of Intelligence Reach.  Information may be presented in a verbal, written, interactive, or graphic format.  The type of information, the time allocated, and the individual preference of the commander may influence the form by which the information is presented.  The G2 (S2) section continually evaluates the distribution system to ensure intelligence is delivered where it is needed and in the format needed.

[Significant Changes:  Adds presentation as a specified part of the dissemination process and adds evaluation to this step.]

KEY INTELLIGENCE DEFINITIONS

All-source analysis and production is one of the seven MI disciplines.  All-source intelligence is the product resulting from the analysis of information obtained from all ISR assets in response to PIR and other intelligence requirements.  It includes those personnel and organizations directed toward the production of a variety of intelligence products using information from differing open and closed sources.  All-source analysis and production produces current intelligence, indications and warnings (I&W) intelligence, general military intelligence, targeting intelligence, science and technology intelligence (S&TI), and counterintelligence (CI). 

[Significant Changes:  Adds “All-Source Analysis” as a discipline.  Adopts the categories of intelligence found in joint doctrine.]

Area of intelligence responsibility (AOIR) is an area allocated to a commander in which the commander is responsible for the collection of information concerning the threat and the environment and the analysis of that information in order to produce intelligence.  Higher headquarters assigns AOIRs based on the unit’s capability to collect information and analyze and produce intelligence.  The higher headquarters is also responsible to ensure (through intelligence handovers, requirements management, and deconfliction) that confliction problems during collection, duplication of analysis and production, and problems of performing C2 do not occur in the AOIR. 

[Significant Changes:  Not defined in FM 34-1.]

Baseline intelligence capabilities are the operational capabilities of fielded Army Intelligence and Electronic Warfare (IEW) systems to detect intelligence targets, collect and process information, and produce and disseminate intelligence on a threat.  These system capabilities should be grouped by discipline and assessed across all disciplines when evaluating detection, collection, and processing capabilities against a threat. 

[Significant Changes:  Not previously defined in FM 34-1.]
Battle damage assessment (BDA) is an intelligence task.  It is the timely and accurate assessment of damage resulting from the application of military force, either lethal or non-lethal, against a predetermined objective or target.  BDA can be applied to the employment of all types of weapon systems (air, ground, naval, and special forces)  

throughout the range of military operations.  It is primarily an intelligence responsibility with required inputs from numerous units and systems.  It is composed of physical damage assessment (PDA), functional damage assessment (FDA), and target system assessment (TSA). 

[Significant Changes:  Expands on previous definition.  Matches joint definition.  Clearly defines BDA as an intelligence responsibility.] 

Combat information is unevaluated information (as a result of collection) that is provided directly to the tactical commander because it is of a highly perishable nature, or during a critical situation it cannot be produced into intelligence in time to satisfy the user’s intelligence requirements.  Units relying exclusively on combat information are susceptible to deception since combat information is not analyzed intelligence.  The unit that passes combat information to the commander should simultaneously pass that information through intelligence channels.  This allows intelligence personnel to analyze and incorporate that information into all-source intelligence products and the threat and environment portion of the COP later.

[Significant Changes:  Not previously defined in FM 34-1.]

Common operational picture (COP).  FM 3-0 states that an operational picture is a single display of relevant information within a commander’s area of interest (AOI).  By collaborating, sharing, and tailoring relevant information, separate echelons create a COP.  A COP is an operational picture tailored to the user’s requirements, based on common data and information shared by more than one command. 

The COP is the result of the staff’s best attempt to merge the most relevant information on the enemy, environment, and friendly forces based on the commander’s requirements.  It is disseminated by modern information systems and provides commanders throughout the force with a graphical means to facilitate knowledge, situational understanding, and visualization.  The COP is displayed at a scale and level of detail that meets the information needs of that particular echelon.  C2 systems help the staff fuse information from a variety of sources and to quickly distribute the COP.  Additionally, the COP allows collaborative interaction and real-time sharing of information among commanders and staffs without providing them with too much or too little information.

 [Significant Changes:  Not previously defined in FM 34-1.  Uses definition from FM 3-0.]

Counterintelligence (CI) is one of the seven MI disciplines.  It is derived from the analysis of information concerning the threat posed by the activities of foreign intelligence and security services and the intelligence activities of foreign non-state entities such as organized crime, terrorist groups, and international drug traffickers.  The CI discipline includes those personnel and organizations directed toward CI investigations, projects, programs, and operations as well as the collection, processing, analysis, and production of CI.  The CI discipline also involves the recommendation of methods to counter the threat intelligence collection effort to include support to operations security (OPSEC) and deception. 

 [Significant Changes:  FM 34-1 described CI as a multidiscipline function.  This definition raises CI to a discipline.  It focuses the CI mission at threat intelligence collection.  The term “multi-discipline counterintelligence (MDCI)” is dropped from the definition although we plan to retain the concept that CI analysis requires input from the other disciplines.] 

Human intelligence (HUMINT) is one of the seven MI disciplines.  HUMINT is the intelligence derived from the analysis of information obtained from a human source by a trained HUMINT collector or other persons tasked with obtaining information through a questioning methodology.  The HUMINT discipline includes those personnel and organizations directed toward the collection, processing, analysis, and production of HUMINT. 

[Significant Changes:  Defines HUMINT as requiring the questioning of a human source by a trained collector.  This follows the joint definition of Human Resource Intelligence (HUMINT).  By this definition, scouts, long-range surveillance (LRS), patrols, etc. (while significant R&S assets and resources) are not HUMINT.  This change is designed to more clearly and precisely define HUMINT, not to de-emphasize the importance of other R&S assets and resources.]

Intelligence Disciplines 

The seven distinct areas of intelligence operations and methodologies distinguished by differing doctrine, training, leadership, organization, materiel, and soldiers (DTLOMS).  The seven disciplines are Human Intelligence (HUMINT), Imagery Intelligence (IMINT), Measurements and Signature Intelligence (MASINT), Technical Intelligence (TECHINT), Signals Intelligence (SIGINT), Counterintelligence (CI), and All-Source Analysis and Production. 

[Significant Changes:  Adds three intelligence disciplines and brings Army doctrine more in line with joint doctrine.  We have included the definitions of only four of the disciplines  (HUMINT, CI, TECHINT, and All-Source Analysis and Production) within this white paper.  Those four definitions are the only discipline definitions that we plan to significantly change.] 

Intelligence preparation of the battlefield (IPB) is an intelligence task.  It is a process and analytical methodology employed to reduce uncertainties concerning the threat, environment, and terrain for all operations planning.  The CofS (XO) supervises the participation of the entire staff under the direction of the G2 (S2).  The staff uses a systematic approach and different techniques to analyze all aspects of the environment and threat in order to develop possible threat courses of action (COAs) that drive all subsequent planning.  The results of IPB are presented in several appropriate formats to facilitate operations planning and to provide an initial framework for ISR planning, situational development, decision-making, and situational understanding.  

[Significant changes:  Links IPB to planning, the military decision-making process (MDMP), and the situation development process.]

Intelligence quick reaction capabilities.  The rapid development and allocation of a temporary means (based on an operational requirement) to overcome detection, collection, and processing gaps (that are validated in an intelligence survey).  These means include developing or modifying existing components of a current system or developing a new stand-alone system to supplement baseline intelligence capabilities.  

[Significant Changes:  Not previously defined in FM 34-1.]
Intelligence Reach is a process by which deployed military forces rapidly access information from, receive support from, and conduct collaboration and information sharing with other units (deployed in theater and from outside the theater) unconstrained by geographic proximity, echelon, or command.

[Significant Changes:  Not previously defined in FM 34-1.]
Intelligence, surveillance, and reconnaissance (ISR) is the complex endeavor to combine and integrate the capabilities and tasks (which includes the plan and direct, process, analyze and produce, and disseminate portions of the intelligence cycle) of the intelligence battlefield operating system (BOS) with the C2 and information collection capabilities, tasks, and operations of R&S capable units and organizations throughout the entire operations process (plan, prepare, execute, and assess).  
[Significant Changes:  Not previously defined in FM 34-1.]
Intelligence, surveillance, and reconnaissance (ISR) integration is the development and staff supervision (during execution) of the ISR plan.  The CofS (XO) supervises the entire staff, under the direction of the G2 (S2), so that ISR is synchronized with the scheme of maneuver; uses all available assets within the task organization; and satisfies the commander’s maneuver, targeting, and information requirements through the use of all the ISR assets.

[Significant Changes:  Not previously defined in FM 34-1.  FM 3-0 dictates this change to doctrine.  This term now subsumes the older term “collection management.”]
Intelligence, surveillance, and reconnaissance (ISR) plan is an integrated plan for collection of information from all available sources and analysis of that information to produce intelligence to meet requirements.  Specifically, it is a logical plan for transforming PIR into orders for organic or requests for R&S resources to collect pertinent information within a required time limit and to analyze and disseminate the resultant information and intelligence. 

[Significant Changes:  Not previously defined in FM 34-1; this replaces the “collection plan” as described in FM 34-2.]

Intelligence survey.  An integrated program (coordinated across all disciplines but executed within each discipline) to systematically task, collect, process, analyze and produce, and disseminate intelligence on a specific threat in order to evaluate and overcome gaps in current baseline intelligence capabilities.  The intelligence survey validates and further defines the nature and extent of the gap.  This survey results in—

· Validating the existing databases or changes to the databases.

· Identifying new threat capabilities.  

· Developing requirements to change baseline intelligence capabilities through the normal material development process or to allocate intelligence quick reaction capabilities.


[Significant Changes:  Not previously defined in FM 34-1.]
Latest time (event) information is of value (LTIOV) is (1) the time or event by which the G2 (S2) or an intelligence unit must deliver intelligence to the requester in order to support decision-making; and (2) as an extension of this, the time or event listed in unit reporting criteria by which a unit must report information in order to enable its processing, analysis and production, and dissemination to support decision-making. 

[Significant Changes:  Not previously defined in FM 34-1.]

Relevant information (RI) is the information of importance to commanders and staffs in the exercise of C2.  To be relevant, information must be accurate, timely, usable, complete, precise, and reliable.  RI provides the answers commanders and staffs need to successfully conduct operations; that is, all elements necessary to address the factors of mission, enemy, terrain and weather, troops, and time available civilians (METT-TC).  Intelligence by definition is a subset of relevant information.  

[Significant Changes:  Not previously defined in FM 34-1.  FM 3-0 dictates this change.]
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Requirements management is an intelligence task.  It is the development of information and intelligence requirements, the ISR plan, ISR taskings and requests, and a dissemination plan.  Requirements management also includes the continual tracking and evaluation of collection, reporting, and analysis and production to assess the effectiveness of the ISR effort to meet all requirements.   Finally, requirements management includes the adjustment of the ISR plan to maximize effectiveness or to meet changing requirements.  See Figure 1.  

[Significant Changes:  Defines the new ISR cycle in terms of requirements management as an integrated staff function and adds the important element of C2.  

The older term “asset management” is replaced by C2, and “mission management” functions are now split between C2 and requirements management as appropriate.]

Single-source analysis is the analysis of information obtained from one information source (a person, document, image) or a single discipline in response to PIR and other intelligence requirements. 


[Significant Changes:  Not defined in FM 34-1; defines single-source at both operator and analyst levels.]

Situational understanding is the product of applying analysis and judgment to the COP to determine the relationships among the factors of METT-TC.  It enhances decision-making by identifying opportunities, threats to the force or mission accomplishment, and information gaps. 

 [Significant Changes:  Not previously defined in FM 34-1; new terminology from 

FM 3-0.]

Situation development is an intelligence task.  It is a continuous process involving the development of information on the environment and threat during the execution of operations, the evaluation of the impact of this information on friendly operations, and the integration of the information with other current operational information.  Situation development is used to confirm threat actions, assess those actions in relation to the threat COAs that were developed during IPB (and drove the rest of the MDMP), and to adjust ISR operations.  The staff uses this integration of intelligence into other information in order to provide an accurate current operational situation to the commander and staff.  An important means (but not the only means) in which this information is disseminated is as the enemy and environment portions of the COP.  The commander uses situation development to better understand the battlefield, thereby reducing risk and uncertainty while executing his plan.  It identifies deviation from current planned operational branches and sequels and helps identify the need for a new planning cycle. 

[Significant Changes:  Links situation development and IPB.  Defines situation development as continuous.] 

Sources are persons, organizations, things, or activities from which information can be obtained.  The source can either possess the information or by its activity demonstrate the information that can answer intelligence or information requirements.  

[Significant Changes:  Not previously defined in FM 34-1.]

Technical intelligence (TECHINT) is one of the seven intelligence disciplines.  It is the intelligence derived from the scientific analysis to include the physical testing and 

measurement of materiel of potential military use to include its composition, performance, and operational capabilities.  TECHINT is a major, but not sole, contributor to S&TI. 

[Significant Changes:  FM 34-1 described TECHINT as a multidiscipline function.  This new definition raises TECHINT to the status of a discipline with the mission of the scientific analysis of materiel.  The distinction between TECHINT as a discipline and S&TI as a category of intelligence is noted.]

YOUR DOCTRINE

The Doctrine Division needs your input and participation on many doctrinal issues as we move forward with the development of FM 2-0 so that we can truly serve as your conduit to the development process.  A two-way discussion to collect your input is critical to developing viable, realistic doctrine that you must execute.  Additionally, this doctrine must lead us into the future and support emerging DTLOMS-E considerations (to include critical actions like our force structure, many aspects of institutional training, and the development of systems).  

These white papers address only a small number of the many issues related to FM 2-0.  Throughout the development of the manual we will try to facilitate a maximum amount of field participation through a number of different mechanisms.  We look forward to undertaking this endeavor with your support. 
 

The action officers for this paper are:

Mr. Patrick Foxen, patrick.foxen@hua.army.mil, DSN 821-9966, 

Commercial (520) 533-9966. 

Mr. Lee Goodman, edd.goodman@hua.army.mil, DSN 879-0971, 
Commercial (520) 538-0971. 
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